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	Organisation
	
	Auditee
	
	Date
	

	Aspect
	F.3
Key Business Processes
	Auditor
	
	Audit ref:
	

	Question/Check
	Evidence (Documents) Examined
	Findings and Observations
	Result

	F.3.1
Key Business Processes

	a)
How and when is the Data Protection Act taken into consideration in the design of new business processes?
	
	
	

	b)
How and when is the Data Protection Act taken into consideration in the specification, procurement and testing of new items of hardware used to support these business processes?


	
	
	

	c)
How and when is the Data Protection Act taken into consideration in the specification, design and testing of new items of software used to support these business processes?
	
	
	

	
	
	
	

	KEY:
COM = Complies
MAJ = Major Non-compliance
MIN = Minor Non-compliance
OBS = Observation
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	F.3.1
Key Business Processes (continued)

	d)
How does the Data Protection System integrate with other key management systems within the organisation such as:

· Data Security (e.g. BS 7799)?

· Health and Safety (e.g. BS 8800)?

· Environmental Management (e.g. ISO 14001)?

· Quality Management (e.g. ISO 9000)?
	
	
	

	e)
Does the Data Protection System integrate with other Industry Standards for Data Management?  If so, which ones and how?
	
	
	

	f)
Does the Data Protection System integrate with other appropriate codes of practice/standards?  If so, which ones and how?
	
	
	

	KEY:
COM = Complies
MAJ = Major Non-compliance
MIN = Minor Non-compliance
OBS = Observation
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