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Abstract:

Your presence on an online social network is governed by a set of
privacy rules that you choose from a graphical interface. But is this
all to it? Other than what you disclose willingly, how sure are you
that people cannot learn more about you?
In this talk, we will describe our work in augmenting information on
friend connections with information on user interactions. We will
describe how the social network around you is shaped by your actions,
and how much information that gives us when we are looking at you or
your friends. We will show that most users live in a closed bubble of
homophily, and this information can be used against their privacy.
Throughout the talk we will describe the state of the art in privacy
research and explain how governments and organizations pry data out of a  social network.
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